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1. lU#uii1 Control panel ‘ﬁa,qlmn’l view by dantu small icon wag

AANTl Network and Sharing Center

Administrative Tools
Ll Color Management
Default Programs
B Display

1 File History

i Fonts
Internet Options
€= Language

sx Network and Sharing Center

& personalization

Programs and Features

™5 RemoteApp and Desktop Connections
= Storage Spaces

ﬂ Taskbar and Mavigation

¥ Windows Defender

B Work Folders

View by:

Small icons =

mg AutoPlay
[E Credential Manager

g2 Device Manager

'@' Ease of Access Center
Flash Player (32-bit)
i@ HomeGroup

(£ Java (32-bit)

Location Settings

= Motification Area lcons
L= Phone and Modem
i Recovery

% Sound

@ Sync Center

[ Troubleshooting

0 Windows Firewall

(B zemzny (32-bit)



2. 111 Network and Sharing Center 1@®n#1 Set up a new connection or

network

Network and Sharing Center — =
inel » All Control Panel lterns » Metwork and Sharing Center v 0 Search Control Panel 2

View your basic network information and set up connections

Wiew your active networks
You are currently not connected to any networks,

Change your networking settings

& Setup a new connection or network

Set up a broadband, dial-up, or VPN connection; or set up a router or access point.

@ Troubleshoot problems

Diagnose and repair network problems, or get troubleshooting information.

3. 1@9n% Manually connect to a wireless network waznm Next

- o KN

r

% Set Up a Connection or Network

b,

Choose a connection option

Connect to the Internet
Set up a broadband or dial-up connection to the Internet.

L& >etup a new network
al, Set up a new router or access point.

ﬁ Manually connect to a wireless network
-3

Connect to a hidden network or create a new wireless profile,

Connect to a workplace
Set up a dial-up or VPN connection to your workplace,

Mext || Cancel




4. yN15A9AResU LagnA next

Enter information for the wireless network you want to add

Metwork name: | WIFI-RMUTP-STAFF ﬁ 1 ﬂ 1 sdt, d
Security type: | WPA2-Enterprise Ofl'r a 1{! a m "] 1] ﬁ

Encryption type: AES

Security Key: [ ] Hide characters

Start this connection automatically

[ ] Connect even if the network is not broadcasting
Warning: If you select this option, your computer's privacy might be at risk.

5.189n Change connection settings

Successfully added WIFI-RMUTP-STAFF

< Change connection settings
Open the connecticn properties so that | can change the settings.




6. AANTI Security

WIFI-RMUTP-STAFF Wireless Network Properties H

Connection | Security|

Marme: WIFI-RMUTP-STAFF
S5I0: WIFI-RMUTP-STAFF
Metwork type: Access point

Metwork availability: Al users

Connect automatically when this network is in range
[JLock for other wireless networks while connected to this network
[] Connect even if the network is not broadcasting its name (5510

oK | | Cancel

7. Adndl Setting

WIFI-RMUTP-STAFF Wireless Network Properties H

Connection | Security

Security type: WPA2-Enterprise v/

Encryption type: |AES W |

Choose a network authentication method:
Microsoft: Protected EAP (PEAF) v | settings

Remember my credentials for this connection each
time I'm logged on

Advanced settings

ok || Ccancel




8. RnATawLnegn

OK

N0 Verify the server’s identity by

Protected EAP Properties “

When connecting:

[ ] verify the server's identity by validating the certificate

[ ] Class 2 Primary CA

[ ] Digicert Global Root CA

€

Connect to these servers (examples:srv 1;srv2;. . srv 3. com):

Trusted Rook Certification Sutharities:

] 2ddTrust External CA Root A

[ ] Baltimere CyberTrust Root

[ ] Class 3 Public Primary Certification Authority
[ ] DigiCert Assured ID Root CA

|:| DigiCert High Assurance EV Root CA W

Select Authentication Method:

Motifications before connecting:

Tell user if the server's identity can't be verified

Secured password (EAP-MSCHAP v2) W Configure...

Enable Fast Reconnect

[ ] Enable Identity Privacy

[ ]Enforce Network Access Protection
[ | Disconnect if server does not present cryptobinding TLY

(04 Cancel

RRIANSIAIY



9. Aandl Advanced settings

Chaoose a netwaork authentication method:

Microsoft: Protected EAP (PEAF)

W

Settings

time I'm logged on

Remember my credentials for this connection each




10. SLﬁaﬂLﬂ%@\‘imJ’]EJQﬂﬁ“U‘@\‘i Specify authentication mode finasunliidan
A131 User authentication azna save credentials %Ui’lﬂ@ﬂ'ﬁaﬂ‘lﬂd
Username uag Password fidnldBuimesiun iy nea OK yinvitheing o
e al S lvun

WIFI-RMUTP-STAFF Wireless Network Properties

secutty

Advanced settings

(| 802.1X settings | 802,11 settings

Spedfy authentication mode:

|User authentication W | Save credentials ||

Delete credentials for all users

Windows Security

Save credentials
Saving your credentials allows your computer to connect to the network
when you're not logged on (for example, to download updates).

[ |
- l

’ Password

11:26
24/4/ 2557




12. 92139 ¥® SSID  WIFI-RMUTP-STAFF en@nigas Connect
automatically 1ilalUnLATosuuululaz NS eNnDonlulR Lviud Wedn

wallmaany Connect

Networks

View Connection Settings

Wi-Fi

II WIFI-RMUTP-STAFF
ol

Connect automatically

13. WowausiadiiauaiazUsnguaniu Connected As3y

Networks

View Connection Settings

Wi-Fi

| WIFI-RMUTP-STAFF




